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E-Posta

E-posta ilk uygulamalardandir ve asenkron haberlesme yapar.

E-posta’nin 3 temel bileseni vardir: user agent, mail
sunucu, SMTP (Simple Mail Transfer Protocol).
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E-Posta
User agent ile e-posta olusturma, okuma, cevaplama, ...
(Microsoft Outlook, Apple Mail) yapilir.
Posta sunucular e-postanin temel bilesenleridir.

Her kullanici posta sunuculardan birisinde bir posta
kutusuna sahiptir.

Kullanici kendi posta kutusuna erismek icin login olur.

Alicl posta sunucusundaki olasi hatalari gonderici sunucu
izler ve gerekirse kullaniclyr mesaijla bilgilendirir.

Alici tarafindan alinamayan e-postalari tekrar géndermeye

caligir.
SMTP, e-posta icin uygulama katmani protokoliidiir.

SMTP, ulasim katmaninda TCP kullanir.

SMTP istemci kismi gdnderen sunucuda, sunucu kismi ise
alici posta sunucusunda calisir.




E-Posta

SMTP

SMTP, gdnderen posta sunucusundan alici posta
sunucusuna kadar e-postayi iletir (RFC 5321).

SMTP, body kisminda 7-bit ASCII kullanir.

Gonderilen multimedya verisi 7-bit ASCII'ye gevrilir.

SMTP istemci, sunucuya TCP baglantisi acar (port 25 ).
Gonderen kendi posta sunucusuna iletir ve kuyruga alinir.
E-posta SMTP sunucusu tarafindan alicinin posta kutusuna

aktarilr.
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Mail erisim protokolleri

Alici, sunucu Uzerinde kendi posta kutusuna gelen mailleri
erisim protokolleri ile alir.

Alici, HTTP veya IMAP (Internet Mail Access Protocol) ile
gelen mailleri alr.

Sunucu gondericiden gelen mailleri SMTP ile alir.

Alicinin user agent yazilimi da HTTP ile gelen mailleri
sunucudan alr.

Gelen mailleri almak icin POP (Post Office Protocol)
kullanilabilir.
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DNS

Insanlar icin ok sayida tanimlayici vardir: TCKN, Vergi No,
Pasaport No, ...

Hostlar da tanimlayicilara sahiptir: hostname
(www.facebook.com, www.google.com, www.gazi.edu.tr).
Hostname lokasyonla ilgili gok az bilgi icerir (tr) ve
uzunluklan farkhdir (Router’larda islem yapmak zordur.).
Hostlar sabit uzunluga sahip IP adresleri ile tanimlanir ve
hiyerarsik yapiya sahiptir.

IP adresleri, host adresi ve hostun bulundugu network
adresini birlikte igerir.
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DNS

DNS servisleri
Domain Name System (DNS):
Dagitik veritabani: hiyerarsik DNS sunucularinda
olusturulmus dagitik veri tabanidir.
Application layer protocol: Dagitik veri tabaninda
sorgulama yapar ve hostname-adres doniisiimii yapar.
DNS sunucular genellikle UNIX makinelerdir ve BIND
(Berkeley Internet Name Domain) yazilimini galistirir.
DNS protokold, ulasim katmaninda UDP protokoliini 53
numarah port ile kullanir.

DNS, genellikle HTTP ve SMTP gibi protokoller tarafindan
kullanihr.

DNS

DNS servisleri
Hostname ile IP adres doniisiimii yapar.
Host aliasing:

Bir hostname birden fazla takma isme (alias name) sahip olabilir.
Hostname (canonical) relayl .west-coast.enterprise.com
olan sunucu iki takma isme sahip olabilir (enterprise.com,
www.enterprise.com).

Mail server aliasing:

Canonical name relayl.west-coast.yahoo.com, kisa ismi
yahoo . com olabilir. Eposta adresi bob@yahoo . com olabilir.

DNS mail programina canonical name ve IP adresini saglar.
Load distribution:

DNS codaltilmis sunucular arasinda yiik dagitimi igin kullanilir.

Bir alias hostname gok sayida IP adresiyle iliskilendirilebilir.

DNS her istek mesajina farkh IP adresi dondiiriir.




DNS

DNS yapisi
DNS dagitik yapiya sahiptir.
Merkezi sistemde tek noktada ortaya cikan hata tiim sistemi
etkiler.
Merkezi bilesende trafik yogunlugu yiiksektir.
Merkezi veritabanindan uzaklastikga hostun servis
kalitesi diser.
Merkezi sistemlerde sunucu giincellemesi zor ve
maliyetlidir.

DNS

DNS nasil galisir?
DNS hiyerarsik yapilandiriimis diinya geneline dagitiimis gok sayida
sunucuyu kullanir.
Ug tiir DNS sunucu vardir: root, top-level domain (TLD) ve
authoritative.
Istemci www.amazon.com icin IP adresi istediginde, 6nce root
ardindan TLD ve son olarak authoritative sunucuyu
(amazon.com) sorgular.

Root DNS servers

com DNS servers org DNS servers edu DNS servers

facebook.com amazon.com pbs.org nyu.edu umass.edu
DNS servers DNS servers DNS servers DNS servers DNS servers
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DNS

DNS nasil gahsir?
Root DNS sunucular:
Diinya lizerinde 1000'den fazla root DNS sunucu vardir.
Internet Assigned Numbers Authority (IANA) yonetir.
Root DNS sunuculari TLD sunucularin IP adresini saglar.
TLD sunucular:

com, org, net, edu, gov, ... ve fr, tr, uk, ... gibi top-level
domainleri tutan TLD sunucu kiimeleri vardir.

Ornegin, Verisign firmasi com top-level domain icin TLD
sunucu bulundurur. Educause firmasi edu igin bulundurur.

TLD sunucular authoritative sunucularin IP adresini saglar.
Authoritative sunucular:
DNS kayitlarini tutar.

Firma kendi DNS sunucusunda kayitlan tutabilir veya servis
saglayicida tutulabilir.

DNS
DNS nasil galisir?
Bolgelere gore DNS sunucu yogunlugu degismektedir.
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DNS

DNS nasil gahsir?
Her ISP (sirket, Universite) bir local DNS server’a (default
name server) sahiptir.
Bir host ISP’ye baglandiginda ISP kendi local DNS serverin
IP adresini saglar (DHCP araciligiyla).
Local DNS server host ile ayni LAN igerisinde bulunur ve
DNS hiyerarsisinde yer almaz.
Bir host DNS sorgu yaptiginda, sorgu kendi local DNS
server’ina gonderilir.
Local DNS server proxy olarak calisir, sorguyu hiyerarsi
icerisinde yonlendirilir.

DNS
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DNS
Root DNS server
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DNS

DNS caching
DNS sorgu mesaj sayisini azaltmak ve gecikmeyi distirmek
icin onbellekleme yapar.
Bir DNS server, hostname ile IP eslesmesini aldiginda
onbellege yazar.
Local DNS server ayni otorite DNS sunucu igin gelen
tekrarl IP adresi sorgularinda 6nbelleklenmig IP adresini
dondurdr.
Onbellekleme sayesinde root DNS server'lardaki trafik
buyuk 6lglide azaltilir.




DNS

DNS kayitlan
DNS sunucularda resource records (RRs) bilgileri tutulur.
RR'ler asagidaki formata sahiptir.
(Name, Value, Type, TTL)
TTL Onbellekte kayitlarin tutulma siiresini belirler.
Dort temel kayit tird vardir:

A: Name = hostname ve Value = IP adres
(relayl.bar.foo.com, 145.37.93.126, A)

NS: Name = domain ve Value = otorite DNS server hostname
(foo.com, dns.foo.com, NS)

CNAME: Name = alias hostname ve Value = canonical name
(foo.com, relayl.bar.foo.com, CNAME)
MX: Name = mail server alias hostname ve Value = canonical

name.
(foo.com, mail.bar.foo.com, MX)

DNS

DNS kayitlan

Eger bir DNS sunucu otorite ise hostname igin A tiirii
kayit tutar.

Bir DNS sunucu otorite degilse cache lizerinde A tiirii
kayit tutabilir.

Eger bir sunucu otorite degilse, domain igin NS tiirii kayit
tutar (ayrica DNS server hostname icin A tiirii kayit
tutar.).

Bir edu TLD sunucusu bir NS tird kaydi ve bir A tird kayd

tutar.
(umass.edu, dns.umass.edu, NS)
(dns.umass.edu, 128.119.40.111, A)
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DNS

DNS kayitlan - ornek
"Network Utopia” isimli bir firma kuruldu.
Bir kayit¢l kurulusuna networkutopia.com domain name'i
kayit ettiririz.
Kayitgl kurulus domain name’in unique oldugunu
dogrular ve DNS veri tabanina kayit eder.
1999 yilindan 6nce Network Solutions tek kayitgl kurulustu.
GUnumizde Internet Corporation for Assigned Names and
Numbers (ICANN) ¢ok sayida kayitcl kurulusu akredite etmistir.
Kayitcl kurulusa otorite DNS sunucu isimleri ve IP adresleri

saglanir
dnsl.networkutopia.com, 212.2.212.1

dns2.networkutopia.com, 212.212.212.2
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DNS

DNS kayitlan - 6rnek

Kayitci kurulus dnsl.networkutopia.com icin NS ve A
tiiri kayitlari TLD com sunucuya ekler.
(networkutopia.com, dnsl.networkutopia.com, NS)
(dnsl.networkutopia.com, 212.212.212.1, A)

Otorite DNS sunucuya www.networkuptopia.comigin A
tiiri kayit ve mail .networkutopia.com igin MX tiirii

kayit eklenir.
(www.networkutopia.com, 212.212.212.4, A)
(networkutopia.com, mail.networkutopia.com, MX)

Ayri bir mail sunucu olusturmak igin A tiri kayit eklenir.
(mail.networkutopia.com, 212.212.212.5, A)
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Peer-to-Peer dosya dagitimi
P2P mimarinin always on bir altyapiya ihtiyaci disuktir
veya hic yoktur.
Peer'lar dogrudan kendi aralarinda baglanti yapar.
Istemci-sunucu dosya paylasiminda tim dosyalar sunucu
tarafindan peer‘lara gonderilir.

BitTorrent 2020 yili itibariyla en yaygin kullanilan P2P dosya
dagitim protokoliddir.

GUnldmuzde BitTorrent protokollini kullanan ¢ok sayida
uygulama bulunmaktadir.
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Peer-to-Peer dosya dagitimi

Dosya dagitimi istemci-sunucu veya P2P mimari
kullanilarak gergeklestirilebilir.

Sunucu upload hizi U, i.peer igin upload hizi u; ve
download hiz1 d;. Transfer edilen dosyanin boyutu F.

Dosyanin kopyasini isteyen peer sayisi N.
Internet core kisminda bant genisligi yiksek.
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Peer-to-Peer dosya dagitimi

Client-server mimarisinde dagitim siiresi
Sunucu dosyayi isteyen N tane peer’a gonderir.
Toplam transfer edilen bit sayis1t NF olur.
Sunucu upload hizi U, iken dagitim siiresi > NF/u, olur.
Istemci minimum download hiz1 d;;, iken dagitim siiresi
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Peer-to-Peer dosya dagitimi

P2P mimaride dagitim siiresi

P2P mimaride her peer dosyanin dagitimda sunucuya
yardimci olur.

Her peer dosyanin bir kisminin dagitimini yapabilir.
Baslangigta dosya sadece sunucuda vardir. Sunucu bir
grup peer'a dosyay! dagitir.

Sunucu upload hiz1 U, iken dagitim siiresi > F/u, olur
(Dosya her peer'a ayri gonderilmez kendi aralarinda dagitim
yaparlar.).

Bir peer igin minimum download hiz1 d ;, iken download
siiresi > F/d ;. olur (istemci-sunucudaki gibi).

Bu sistemdeki toplam kapasite server ve peer’larin toplam
upload hizina baghdir (u,+ u; +u, + ... +uy).
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Peer-to-Peer dosya dagitimi

P2P mimaride dagitim siiresi
F bit bir dosya N tane peer'a dagitilirsa toplam NF bit
dagitim yapilir.
Bu durumda dagitim siiresi > NF/(u,+ u, +u, + ... + Uy)
olur.
Distribution siresi:

F F NF
Dpop = max § U d_.° N
P2} Amin u, + 2 u;
i=1

Isteyen sayisi (N) arttikca dagitim siiresi yavas artis
gosterir.
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Peer-to-Peer dosya dagitimi

Istemci-sunucu mimarisinde dagitim siiresi dogrusal

artarken P2P mimaride artis gok daha diisiik oranda olur.
35+
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Minimum distrbution time

Tum peer’lar ayni upload hizina sahip (u).
F/u = 1saat, u, = 10u, d,;, = u..




